Annual HIPAA Training Quiz

1. The primary federal law pertaining to medical information privacy is:
   • American Recovery and Reinvestment Act (ARRA)
   • Health Insurance Portability and Accountability Act (HIPAA)
   • Health Information Technology for Economic and Clinical Health Act (HITECH)
   • All of the above
   • None of the above

2. What is PHI?
   • Protected Health Identifier
   • Patient Health Insurance
   • Protected Health Information
   • Privacy Health Information

3. HIPAA is needed for:
   • Protection of personal health information and our rights with respect to that information and to prevent fraud abuse
   • Ability to provide health insurance to everyone and cut the cost of insurance
   • Improvement of the economy in the United States and to eliminate the need for health care insurance
   • Prevention of infections and to lower the cost of prescription drugs
   • None of the above

4. The HITECH acronym means Health Information Technology for Economic and Clinical Health Act.
   • True
   • False

5. Protected Health Information, PHI can include which of the following:
   • Name
   • Date of birth
   • Medical record number
   • Message or issue
   • Diagnosis
   • Admission date, time and reason
   • All of the above

6. The HIPAA Privacy Rule protects all PHI, electronic, verbal and written.
   • True
   • False
7. My responsibility under HIPAA includes:
   • Handling PHI as if it were my own
   • Disposing of scrap paper and other documents with PHI by shredding or confidential disposal
   • Accessing PHI, only the minimum necessary, to do my job
   • Discussing potential violations or any HIPAA concerns with my supervisor, manager or the designated HIPAA Privacy/Security Official
   • All of the above

8. What is a privacy breach?
   • A team member fails to maintain confidentiality by discussing patient health information on social media
   • Lab results are sent to the wrong patient or recipient
   • A laptop or Smartphone containing electronic PHI is lost or stolen – and the device is not encrypted
   • A computer hacker gains access to systems that contain PHI
   • All of the above
   • None of the above

9. An example of a Business Associate of a HIPAA covered entity is:
   • An answering service
   • A contractor providing IT services and support
   • A transcription service
   • Collection and billing vendors
   • All of the above

10. If you need to report a HIPAA concern or violation, which of the following can you do?
    • Contact my supervisor or manager
    • Contact my HIPAA Site Coordinator
    • Contact my organization’s HIPAA Compliance Officer
    • All of the above
Answer Key

1. HEALTH INSURANCE PORTABILITY AND ACCOUNTABILITY ACT (HIPAA)
2. PROTECTED HEALTH INFORMATION
3. PROTECTION OF PERSONAL HEALTH INFORMATION AND OUR RIGHTS WITH RESPECT TO THAT INFORMATION AND TO PREVENT FRAUD AND ABUSE
4. TRUE
5. ALL OF THE ABOVE
6. TRUE
7. ALL OF THE ABOVE
8. ALL OF THE ABOVE
9. ALL OF THE ABOVE
10. ALL OF THE ABOVE